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INTRODUCTION

Over the past few decades, we have witnessed social processes, especially in economically developed democratic countries, which have resulted in the expansion of the non-government or the so-called private security sector. Unsteady global social opportunities, the development of neoliberal trends and global economy, the rise in crime rates and fear of crime change the traditional understanding of the state and its roles, including the perception of which entity in society should provide security services. The opinion of the sociologist Max Weber (Weber, 1976) that the state has a monopoly over the use of force has proved to be outdated. Such an approach simply did not withstand the judgment of time, primarily due to the pressure of globalization which changes the political, economic, social and security structure of the modern world (Pečujlić, 2002; Stiglic, 2004). The weakening role of the nation state, the speed of goods and capital movement, high levels of social inequality, the expansion of international organized crime, terrorism, and armed conflicts are just some of the factors creating the social reality of the modern day and a certain security vacuum in the social space filled in by the private security sector. Since then, this sector has experienced a great expansion in practice, and, on the other hand, has attracted a considerable number of scientists from the field of social sciences dealing with the various aspects of this phenomenon. The issue of private security has largely been addressed by criminologists, primarily from the perspective of privatizing duties that have traditionally fallen within the competence of the police. However, studying private security requires a multidisciplinary approach. In addition to criminology, private security is studied in the field of security studies, politics, sociology, penology and law. Everything started with the question as to whether the state has sufficient capacity to protect the interests of citizens and provide them with security. The criminal justice system in developed countries proved ineffective to respond to numerous challenges in crime control.

In this paper, the phenomenon of the “privatization” of security work is explored in the contemporary social context. However, it should be noted that this activity is not exclusively the phenomenon of contemporary societies. In effect, we can follow it from the ancient Rome, through the 18th-century England to the 19th-century United States (Nemeth, 2018). The privatization of security work goes beyond the issue of crime control. In addition to police work, it now includes activities beyond the scope of police work. Among other things, it is about engaging private agencies as a support to military forces in conflict regions across the world, collecting intelligence, managing penitentiary facilities or migrant and asylum centers, or performing a wide range of activities to protect business and company interests. The most common terms found in the scientific literature include private security, industrial security, private security sector, non-government security sector, and corporate security. Specifically, several terms used to denote this field exist in the scientific literature, which
creates confusion regarding the fundamental question – are they synonyms or are they similar but still different concepts? On the other hand, we can raise the question of whether there is reasonable ground to accept the phrase private security as a generic term encompassing all those related terms.

The first comprehensive study on private security was published in the United States, in 1971, by the RAND Corporation (Kakalik & Wildhorn, 1971). The topic of private security has been studied for decades, resulting in numerous papers, to name but a few, (Cunningham & Taylor, 1985; Shearing & Stenning, 1983; South, 1988; Jones & Newburn 1998; De Waard, 1999; Abrahamsen & Williams, 2010), while the interest of scholars in corporate security is considerably less (Walby & Lippert, 2013: 208). In the regions of former Yugoslavia, private security began to be studied in the early 2000s, first through individual scientific approaches, primarily through master’s theses and doctoral dissertations, and later in educational programs which introduced private security as a subject. In fact, the concept of studying private security is closely related to the degree of development of this activity, which, as such, according to some research (Vejnović, Lalić & Šikman, 2010), is still developing and has not yet been fully formed.

The subject of this paper is an initial analysis of possible conceptual similarities and differences between private and corporate security. It is a methodologically demanding task. First, the theoretical and conceptual determinations of private security are addressed, followed by the possibility of conceptualizing corporate security. Certainly, these are related concepts with significant common characteristics (Lat. genus proximum), but also specificities, which differentiate them from each another (Lat. differentia specificica). This paper starts with the assumption that private security and corporate security are not synonymous, but rather two concepts that have certain common characteristics. The paper analyzes both concepts in the way they are dealt with in the literature, then it looks at common characteristics and specificities, and finally critically re-examines the merits for addressing their conceptual similarities and differences. The purpose of this paper is to reflect on fundamental theoretical and conceptual issues, problems, inconsistencies, in other words, to emphasize the importance of academic debates regarding the conceptual determinations of private and corporate security and identify their possible similarities and differences.

The section following the introductory considerations section addresses the theoretical and conceptual determinations of private and corporate security. After that, the duties pertaining to private and corporate security and their organizational forms of action are discussed followed by a comparative analysis of the concepts of private security and corporate security. Finally, concluding observations are presented.
THEORETICAL AND CONCEPTUAL DETERMINATIONS
OF PRIVATE SECURITY

In addition to numerous studies dealing with the various aspects of private security, the lack of theoretical research into basic conceptual issues is evident. In the contemporary literature, there is not a generally accepted definition of private security (Kesić, 2009: 33). As a starting point, the question of what constitutes private security and what activities it involves is discussed. Generally, there is a consensus in the literature that security activities are privatized by non-government stakeholders. Specifically, it is about security work which is not performed by government bodies. Under the laws and other regulations, the state has entrusted work either to legal private entities or private individuals. The problem arises in determining the content or the type of work performed within private security. Based on our literature review, the private sector would encompass the following activities: (1) private policing, (2) private detective activity, (3) private military companies (4) private intelligence companies, and (5) private penal institutions.

There are some terminological ambiguities surrounding the concept of private security. This concept originated from the English-speaking countries, and the most frequently used terms include private security, private policing, the industry of private security. Terminological differences themselves indicate that there is no compliance regarding this concept and there are different interpretations. The largest number of papers has been published in the field of criminology, which address the issues of public policing and private policing (Stenning & Shearing, 1980; Johnston 1991, Loader, 2000; John, 2005). There is a lack of systematic studies dealing with the issue of extent, organizational forms, trends and implications of the functioning of private security. Criminologists approach the concept of private security from the perspective of policing and its diversification in terms of the entities which carry out these tasks in society. In the criminological literature, the term private security is mainly regarded as a synonym for private policing, although private security, in the content sense, is a much broader concept. Some scholars start with the criterion of personnel employed in that sector. For example, Shearing and Stenning (1981) argue that they are security personnel employed in the private sector, who perform certain security tasks. Van Steden (2007: 17) critically refers to this approach, primarily because security personnel are employed in the private sector and in the public sector and do not provide services only to commercial entities, but also to public institutions, such as governments, universities, and others institution. Sarre and Prenzel (2005) give a broader interpretation than Shearing and Stenning (1981). They argue it is about personnel employed in

---

2 A study by Ronald van Steden (2007) offers an explicit framework focusing on six factors that have influenced the expansion of private security: the rise in crime and the problem of crime, massive increase in private property, economic reasons, government policies aimed at the cooperation with the private sector/public-private partnership, the overload of police structures, and the professionalization of private security.
the commercial sector on a contract basis or within individual organizations, that they use private or public funds and that a basic component is to perform certain security activities. There are also other scholars (South, 1994) who define private security similarly, that is, as an activity related to the provision of security services on a commercial basis in order to protect persons and property. What these terms have in common is the provision of security services to the market or public institutions, excluding, for example, the traditional security providers such as the police. Within the field of security studies, papers dealing with private security focus on the topic of private military companies (Bruneau, 2011; Dunningan, 2011).

Terminological problems occur when English terms are translated into the South Slavic languages. For example, Kesić (2009) translates the English term private security as “privatno obezbeđenje”, thus giving the concept a much narrower meaning. He makes a terminological difference between private security sector and “privatno obezbeđenje” and states that “privatno obezbeđenje” represents one of the components of the private security sector. Kesić (2009) points out two basic approaches in defining the private security sector. In the broader sense, the security sector is defined as “a set of organized forms of activity by voluntary and commercially oriented non-government personnel, whose main duty involves countering criminal behavior” (Kesić, 2009: 11). In the narrow sense, Kesić defines the concept of private security sector as “a set of legally established professional activities outside the competence of government bodies, which are organized to provide certain services for the protection of the property and safety of citizens and collect information (Kesić, 2009: 11–12).” Based on this definition, Kesić determines the following components of the concept of private security: (1) contractual security – activities performed by private companies or by agencies for physical and technical security services provision on a contractual basis, (2) in-house security – activity performed by security services within private companies and enterprises, and (3) private investigative activity.

Although this is a more comprehensive definition than the previous one, it does not include certain security tasks. This is primarily about private military companies, private intelligence companies, and private penitentiaries. These activities are on the rise and have a significant share in the security market. Particularly private military companies are on the rise and their presence is significant in conflict regions across the world (Leander, 2005; Kinsey 2006). Additionally, neoliberal policies and the massive influx of migrants have led to the privatization of migrant and asylum centers in some countries (Menz, 2011).
THEORETICAL AND CONCEPTUAL DETERMINATIONS OF CORPORATE SECURITY

In the literature, departments in charge of security matters within the company corporate security are often regarded as corporate security. This is not a new model and it has been present for decades, more precisely, since the beginning of the twentieth century. Robert P. Weiss (2014) gives a historical overview of the initial phases of corporate security development using the example of the Ford Motor Company in the United States. This period was marked by the use of brutal force, intimidation, tyranny, the recruitment of informers from the ranks of workers and other members of the community and business environment. All this was done in order to control and discipline the workers, prevent strikes and rebellion, and increase labor productivity. Weiss (2014: 17) cites the data of the National Labor Relations Board of 1936, when the board had the data of over 200 registered detective agencies with more than 10,000 people engaged in industrial espionage and strike-breaking at their disposal. Companies in the automobile industry spent millions of dollars on these services. Over time, this sector has evolved and gained a considerable reputation in the professional sense.

The number of studies on corporate security is very small compared to the studies dealing with the issue of private security. At this point, some definitions in the existing literature are discussed. In the Manual for Corporate Security Managers, Kovacic and Halibozek (2003: 48) define corporate security as a process protecting the business of companies. They view corporate security as a synonym for business security. Corporate security protects the company’s values and assets. According to Kovacic and Halibozek, private security consists of corporate security, which they also call proprietary security, and contract security. What is significant here is that they consider corporate security to be an integral part of the concept of private security. However, the merits of such a claim need to be re-examined. Corporate security functions within the company, and the company’s employees are its security personnel. Corporate security performs the duties related to the security of business ranging from asset protection, business intelligence to the development of emergency plans. Kovacic and Halibozek view contract security as the second element of private security, which includes selling security services to other businesses, institutions or private individuals. Kovacic and Halibozek (2003) further state that companies provide these services to gain profits.

Yet, this division by Kovacic and Halibozek (2003) illuminates two important aspects of this problem – organizational differences in the way corporate security and contract security operate. These differences can be called structural differences. Also, there are functional differences because corporate security has the function of protecting the interests of the corporation and is not intended for the market. On the other hand, the function of the so-called contract security is primarily commercial, they sell security services on the market in order to generate profits. However, the definition by Kovacic and
Halibozek that private security consists of corporate and contract security should be critically re-examined. Corporations and other organizations that have an in-house security service are not necessarily privately held; they may also be publicly held or with mixed ownership. The element of property relations is very important in the theoretical and conceptual definition of both private and corporate security, which the two authors did not take into consideration. This distinction is correctly observed by Walby and Lippert (2014: 2). They argue that the concept of corporate security is often considered a synonym for in-house security and these services are not “purchased” on the basis of a contract. However, in the broadest sense, they define it loosely as security provision that seeks to achieve corporate organizational goals.

According to Walby and Lippert, corporate security is a synonym for industrial security (2014: 2), which refers to a specific sector of the economy. They associate the concept of corporate security to organization and identify overlaps between these terms. In this case, they use the notion of organizational security. In order to be deemed corporate security, it must be connected with a corporate model, regardless of whether it is a private or public organization. Lippert et al. also point to decommodification trends, as a reverse trend from the privatization of the security activities within the competence of the public sector. They investigated the work of the corporate security departments within the local government organization in Canada and concluded that the activities of these departments, rather than the engagement of companies on a contract basis, constitute the decommodification of arrangements concerning security services. On the other hand, it is about the commodification of strategies and technologies, indicating the complexity of this problem (Lippert et al., 2013). Brooks (2012: 2) confirms that corporate security is not only a field of activity in the private sector. He points to the problem of non-compliance with the definition of the concept of corporate security and indicates the need to do so. He regards corporate security as an area of activity in which security services are provided either within the public or private sector for the purpose of protecting business and material goods.

If we take into consideration that the area of operation of corporate security can be both in the public sector and private sector, we must bear in mind that corporations are not the only economic organizations with which the concept of corporate security is associated.3 In addition to business entities, they can also be universities, non-governmental organizations, political parties, churches, and so on.

---

3 In order to approximately determine the content of the concept of corporate security, we need to look at the etymology of the word corporations. In the lexicon of foreign words (Vujaklija, 1986), the word corporation originates from the Latin corporalis – an association of several people having a common interest and endowed by law with the rights and liabilities of a legal entity, a guild, a society, an association. In the sociological sense, a corporation is a social organization and each organization consists of three basic components: people, organizational structure and management, and decision-making mechanisms. In the sociological theory, social organizations (Kukić, 2004) are defined as groups of people organized to achieve certain goals, which are interconnected on the basis of formally established roles and mutual relations, cooperation and organization.
PRIVATE AND CORPORATE SECURITY WORK
AND ORGANIZATIONAL FORMS OF ACTIVITY

This section discusses the activities frequently performed in the context of private and corporate security. Kovacic and Halibozek (2003) define private security as providing security services, conducting investigations or setting up alarm systems and other advanced technological solutions in the area of security. Additionally, companies providing security services on a contract basis can be global companies that provide security risk analysis services in some conflict areas across the world, crisis management, and so on. It is particularly important to consider the activity of private security companies in crisis regions. In most cases, they carry out logistics, operational support to armed forces, training, strategic advice on defense, crime prevention activities, and intelligence activities (Avant, 2012: 21). There are also private intelligence agencies that collect and process data for clients, be it individuals, companies, or governments. The most common method is the method of collecting and processing open-source intelligence. Private intelligence agencies conduct other activities such as satellite recording, electronic surveillance and signal tracking, surveillance and monitoring, conducting psychological and propaganda activities, and cyberwarfare (Mikac, 2007: 91). Regarding private detective activity, as one of the activities in the area of private security – it mainly involves collecting data about business partners and companies, conducting background checks on job applicants, collecting information and evidence related to copyright infringement (Vejnović et al., 2008), conducting the so-called investigation of spouses, that is, proving adultery, finding missing persons, business escort and surveilling children for the purpose of establishing deviant behavior, gathering evidence for a civil or criminal trial, serving judicial summons and other documents, conducting investigations within the company regarding the appropriation of property, the determination of claims for compensation of damages, monitoring the financial situation of certain individuals, and so on. Private penal institutions are also one of the activities that the state has transferred to the jurisdiction of private companies. The trend of introducing private penal institutions is rising primarily in the United States, Great Britain, Australia, South Africa, and in some European countries. The main cause of the creation of private penal institutions is the significant increase of the prison population and the inability of the state to appropriately respond to new needs. The privatization of penal institutions has advantages and disadvantages and opens up numerous ethical issues, such as the issue of “whether the state is allowed to transfer the execution of criminal sanctions to non-government actors and whether it call into question the resocialization of persons at the expense of profits (Kesić, 2009: 98).”

Nalla and Morash (2002: 13) classify corporate security activities into six categories: the security of persons, access controls, asset protection, investigations, risk management and “Others”. Brooks (2012) conducted research in Australia and found that corporate security tasks primarily
pertain to security technologies, such as IT networks, video surveillance, access control, anti-breach systems, risk management, business continuity management, physical security, reputation protection, industrial security. Only into the second category did Brooks classified investigations, fire protection, occupational safety or business intelligence, suggesting that major tasks certainly depend on the characteristics of a society, its economic development and the specific demands of the market.

Lippert et al. (2013: 216) list the types of corporate security work using an example of local government authorities in Canada, which include the installation and monitoring of video surveillance systems, conducting patrols, removing potential nuisance behavior, employee surveillance, conducting investigations, access control, asset protection, event security, personnel security, security penetration testing system, educating employees to become aware of the security culture and follow the corporate security procedures. Furthermore, Lippert et al. (2013) classify corporate security tasks into two categories according to the complexity criterion: (a) physical security encompassing employee protection, access control and asset protection, which, according to Lippert et al., requires a lower level of complexity, and (b) knowledge work, that is, tasks requiring more complex knowledge (investigations and risk management). According to this division, only physical security could be classified as a task of the lower level of complexity, while the remaining tasks require complex knowledge. The classification of corporate security by Lippert et al. needs to be critically re-examined. Physical security may require specialist knowledge, depending on the level of protection of the facility or person being protected. In such cases, a high quality selection of personnel is performed, a high level of training is ensured, and modern technical equipment and IT technologies are used. These types of work require specific skills acquired by training, far more than theoretical knowledge. Bearing this in mind, the division of security work into skills and knowledge would be more appropriate than that of Lippert et al. Based on the above discussion, we may conclude that private or corporate security activities do not fit into the stereotypical thinking that they are low-skilled jobs – they often require a high level of training and expertise.

The above discussion indicates a wide array of duties performed within the concept of corporate security. They can be classified into categories by their nature: (1) physical security, (2) technical security, (3) information security, (4) investigations, (5) consulting, (6) crisis management, and (7) intelligence.

Regarding the organizational forms of activity within private security, it can be agencies for the protection of persons and property, in-house services within private companies, private investigators/detectives or detective offices, security consulting firms, private military companies, private intelligence companies, private penal institutions, migrant and asylum centers.

As far as corporate security is concerned, corporations have special departments for perform corporate security work, and the employees in those departments are the employees of that company. On the other hand, a
corporation, regardless of whether it has a special corporate security department or not, can hire services on a contract basis from other security service providers on the market to achieve corporate organizational goals.

ANALYSIS OF PRIVATE AND CORPORATE SECURITY CONCEPTS

Lippert et al. (2013) developed a typology of corporate security, thus contributing to its conceptual determination. The typology comprises five dimensions of corporate security: (1) public or private status, (2) work type, (3) oversight, (4) source, that is, in-house or contact services, and (5) certification, training and personnel selection. However, further empirical research is needed within a different cultural, economic, and political context in order to assess its epistemological and practical value. The proposed typology was used as an analytical framework for the comparison of corporate and private security. Each of the five dimensions from the typology was compared and analyzed. First, the research findings obtained by Lippert et al. based on the above typology are presented, followed by the typology, that is, the analytical framework used for the analysis of private security. Finally, the comparison of private and corporate security was performed to see in which dimensions of the typology there are overlaps and similarities, and in which differences. Based on such an approach, we can gain a differentiated overview of the conceptual similarities and differences in private and corporate security. Based on the comparative analysis, the following may be concluded:

Public or private status

The status of agencies or individuals providing contract security services (private security) is always private. Corporations can be publicly or privately held, or a mixed entity. For example, corporate security departments, if we interpret the concept of corporation in a broader sense, are local government bodies, government institutions, large state-owned or mixed-ownership economic systems. In this context, corporate security does not fully meet the requirement to be regarded as private security because there are status-legal differences in terms of public rather than purely private status, or ownership.

Work type

According to the typology offered by Lippert et al. (2013), corporate security involves a “range” of work practices which they classify, by the level of complexity, into “physical work” and “work requiring more complex knowledge”. It all depends on the company itself that is being protected and the level of threats and risks on the one hand, and the readiness of the management to develop a security department within a particular company on the other hand. The tasks of corporate security and private security are of varying levels
of complexity. Within the two models observed, there is a significant overlap between tasks. This includes physical and technical protection, investigations, crime prevention, crisis management, IT security, intelligence, and so on. There is even a similarity in the type of work regarding the engagement of the services of private military companies engaged in conflict areas. Corporations operating in this environment engage private military companies to perform work which is similar to person protection, escorting convoys, securing business facilities and infrastructure. The difference is that private military companies are engaged to perform combat tasks, while these tasks are generally not performed within corporate security.

Oversight

The third dimension of the above typology relates to oversight. Thus, the question arises as to which body oversees these activities. There are no significant differences in this segment of typology between private and corporate security. Both have to act in accordance with the law and other regulations implemented by government bodies, starting from fulfilling working conditions, the licensing of personnel, and so on. However, in addition to the government, the oversight of these activities can also be carried out by professional associations, for example, the American Society for Industrial Security (the ASIS) in the United States, or the Chamber of Private Detectives in Slovenia, Hungary, and so on. In a certain way, the market also oversees their activities, as is the case with public oversight when public security is concerned. Since private security is intended for service markets, the market certainly has a significant impact on the operations of entities providing private security services. The literature also lists other unconventional forms of oversight in relation to corporate security, which pertain to the criminal and civil liability of security managers. The same holds true for private security managers (Lippert et al., 2013).

Source

Some scholars (Kovacicih & Halibozek, 2003) distinguish between private and corporate security primarily on the basis of the criterion of providing contract security services, which corresponds to private security. Specifically, it is about engaging private agencies to perform security work. Regarding corporate security, it refers to special in-house/insource departments and the workers in those departments are the company's employees. If we start with a broader definition that these represent activities aimed at protecting the company, the company can engage an agency on a contract basis to perform certain security tasks. Therefore, both modalities are possible. The key difference between private and corporate security in this dimension of typology is that private security tasks are always aimed at the market for the purpose of gaining profits. On the other hand, corporate security protects the interests of the company and does not offer its services on the market, but it can buy
Certification, training and personnel selection

According to the literature, the personnel engaged in corporate security activities have higher levels of education and training than the personnel employed in agencies for the protection of persons and facilities, which provide contract security services (Lippert et al., 2013: 214). An example of this is the ASIS which offers professional certifications and training, which is a minimum qualification standard for corporate security managers. Importantly, it often happens that experienced and trained professionals leave state law enforcement agencies to work in the field of corporate security (Nalla & Morash, 2002) and in the private security sector. Personnel employed in private security agencies are often synonymous with low-paid jobs and poorly trained security personnel, unlike the personnel working in corporate security departments who often attend specialist training courses. In their typology, Lippert et al. emphasize exactly this distinction between corporate security and contract guard security, that is, private security. However, such an opinion should be critically re-examined given that there are various jobs in the context of private security, including those requiring high qualifications and expertise. Such claims are not supported by research findings.

CONCLUSION

The notions of private security and corporate security are often used as synonyms. The aim of this paper was to analyze possible conceptual similarities and differences between private security and corporate security. Based on the review of the available literature, it may be concluded that there is an evident lack of research into theoretical and conceptual issues related to the concepts analyzed. We may say that, in addition to numerous studies, especially those dealing with private security, there is not a generally accepted theoretical framework for the conceptualization of both private security and corporate security. This paper discussed some theoretical considerations regarding these concepts. We started with the assumption that private security and corporate security are not synonymous and that the two concepts have certain common characteristics. Private security and corporate security are related concepts with significant common characteristics (Lat. genus proximum) as well as specificities that distinguish them from each other (Lat. differentia specifica). In order to confirm or reject this assumption, we compared the two notions. To this end, the typology of corporate security proposed by Lippert et al. (2013) was used as an analytical framework. The typology comprises five dimensions: 1) public or private status, 2) work type, 3) oversight, 4) source, that is, in-house services or contract services, 5) certification, training and personnel selection. These
five dimensions were used to analyze private security and corporate security. Based on the comparative analysis, we reached the following key conclusions: the differences between private and corporate security lie in the first element (public or private status) and the fourth element (source, that is, in-house services or contract services). We may conclude that corporate security does not fully meet the requirement to be treated as a private security because there are status-legal differences in terms of public rather than purely private status, or ownership. Additionally, private security work is always aimed at the market in order to gain profits, which is not the case with corporate security. Corporate security protects the interests of the company and does not offer its services on the market, but it can purchase security services in the same market in order to protect the interests of the company in the best possible manner. Corporate security is always connected with corporate identity, being its specific feature that does not necessarily have to be a feature of private security. In other dimensions of security, there are significant overlaps in the typology and there are no significant differences.

Based on the comparative analysis, it may be concluded that private security and corporate security are related but conceptually different concepts. The differences identified between private security and corporate security are significant and, consequently, the concepts analyzed cannot be observed in the same manner.

REFERENCES


Вујаклија, М. (1986). *Лексикон страних речи и израза*. Београд: БИГЗ.