
MANET VS. ZIGBEE: SOME SIMULATION EXPERIMENTS AT THE SEAPORT ENVIRONMENT JITA 6(2016) 2:63-72 

MANET VS. ZIGBEE: SOME SIMULATION 
EXPERIMENTS AT THE SEAPORT ENVIRONMENT

Sanja Bauk, Diego Garcia Gonzalez, Anke Schmeink, Zoran Ž. Avramović
bsanjaster@gmail.com; diego.kmp@gmail.com; anke.schmeink@rwth-aachen.de;

zoran.avramovic@sf.bg.ac.rs

Critical review

DOI: 10.7251/JIT1602063B UDC: 539.163:504.03]:001.892

Abstract: The paper presents the results of some OPNET simulation experiments realized with an aim to benchmark MANET 
and ZigBee networks’ performances at the seaport environment. The MANET is formed among workers’ and supervisors’ 
personal digital assistants (PDAs). On the other side, the ZigBee is established between end-nodes or employees’ body central 
units (BCUs), which collect signals from several active and passive devices embedded into ID badges and personal protective 
equipment (PPE) pieces; several moving and fi xed routers; and the coordinator mounted at the appropriate seaport location. 
The simulation experiments are realized over the layout of the Port of Bar (Montenegro) container and general cargo terminal 
by taking into account the real number of workers and supervisors engaged at the terminal per each shift. This research 
work should give an insight to the seaport’s managers and stakeholders into some advantages and disadvantages of these 
two considered wireless networks’ schemes, and to motivate them to provide conditions for implementing these or similar 
on seaport and backend info-communication solutions for uprising the level of occupational safety and overall seaport’s 
environmental management system. 
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INTRODUCTION

Th is paper is a kind of follow-up of several previ-
ously published papers [2-5], which consider possi-
bilities of adopting new info-communication tech-
nologies in improving on seaport (afterwards port) 
workers’ and supervisors’ safety at the Port of Bar 
(Montenegro). Th e Port of Bar functions during the 
decades in transitional environment that implies per-
manent reproduction of diff erent crisis and prevents 
the port’s development. Such circumstances have, 
among other impacts, negative implications to the 
employees’ and environmental safety. By propos-
ing variety of contemporary safety monitoring and 
controlling info-communication models, we have in 
mind a need for positive and progressive transfer and 
adoption of new technologies from developed envi-
ronments into a developing one [1]. In other words, 
we were trying to propose aff ordable, i.e., cost-eff ec-

tive solutions, which have to be smart, safety and sus-
tainable (“3S”) at the same time [19]. In this paper, 
fi rstly, we shall give a short overview of the MANET 
and ZigBee networks’ concepts and their functional-
ity. Th en, we shall propose simple models for em-
ploying them at the above mentioned developing, 
invasive port environment, along with presenting 
some simulation experiment results obtained for 
both proposed networks’ by using OPNET simula-
tion modeler. 

THE MANET: IN BRIEF

A Mobile Ad-hoc NETwork (MANET) is a self-
confi guring network where nodes are connected 
wirelessly and move freely by changing network to-
pology constantly and unpredictably. Ad-hoc wire-
less networks suff er not only the same problems of 
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wireless and mobile communications, like power 
control, bandwidth allocation and optimization, 
transmission quality, etc., but also others due to the 
lack of fi xed infrastructure and the multi-hops, such 
as confi guration advertising, ad-hoc addressing, self-
routing, etc. MANET nodes rely on batteries and 
remain in a continuous awake mode in order to be 
ready for either transmission or reception of pack-
ages, thus energy savings are among the relevant sys-
tem design criteria [7]. Apart from these, it is to be 
pointed that the multi-hop paradigm characteristic 
for MANET extends the possibility to communicate 
to any couple of network nodes, without the need 
to develop any ubiquitous network infrastructure. 
Nearby users communicate directly, not only to ex-
change their own data, but also to relay the traffi  c of 
other network nodes that cannot directly communi-
cate. At the beginning stage of its development, MA-
NET was one of the most innovative and challenging 
network paradigm and was promising to become one 
of the major technologies, increasingly present in ev-
eryday life. However, after more than three decades 
of intense research eff orts, the pure general-purpose 
MANET concept suff ers from scarce exploitation 
and relatively low interest in the industry and among 
the users, except military and disaster recovery ap-
plications. Additionally, the number of manuscripts 
focused on MANET, published in top quality jour-
nals, is decreasing [6]. Since a great body of knowl-
edge about MANET has been produced, many re-
searchers in the fi eld are now trying to apply it to 
the fi eld of wireless sensor networks. Besides, up to 
the current moment, several networks concepts have 
emerged from the MANET fi eld, like: mesh, oppor-
tunistic, vehicular, sensor ones, etc. MANET is usu-
ally close to humans, in the sense that most nodes 
in the network are devices that are meant to be used 
by human beings (e.g., laptops, PDAs, mobile radio 
terminals, etc.). We used this in exploring channel 
performances, at physical and MAC layers, over the 
set of on port workers and their supervisors equipped 
with their personal digital assistants (PDAs) at the 
port terminal. 

THE ZIGBEE: IN BRIEF

Th e ZigBee is a global hardware and software 
standard designed primarily for Wireless Sensor 

Networks (WSNs). WSNs topology may change 
dynamically, not only due to the node mobility like 
in MANET, but because some nodes can fail [15]. 
Especially in some harsh and inaccessible environ-
ments, the nodes are prone to fail. Beside failures, 
topology may also change due to the sleep-awake cir-
cle characteristic for these networks. Th rough these 
cycles, energy savings are to be achieved. Today, Zig-
Bee technology is used in almost every appliance. It 
is embedded in a wide range of products and appli-
cations across customer, commercial, industrial and 
government markets worldwide. Predominantly it is 
used for monitoring and control applications. It is 
easy to install and maintain (self-organizing); it is re-
liable (self-healing); it scales to thousands of nodes; it 
is low cost; it uses open standard and provides multi-
vendor availability; batteries operate for several years, 
etc. Th is technology is simpler and less expensive 
than other W-P/L/M-ANs (Wireless- Personal /Lo-
cal/Metropolitan-Area Networks) like Bluetooth, 
Wi-Fi, Wi-Max, etc. [20,14] In the paper, we have 
made some simulation experiments in OPNET with 
ZigBee standard at the physical and communica-
tion layers between on port workers’ and supervisors’ 
body area sub-networks composed of a set of active 
and passive sensors, RFID tags, ID badges, BCUs, 
several moving and fi xed routers, and the coordina-
tor, in order to allow permanent insight into employ-
ees’ and their personal protective equipment (PPE) 
garment presence and functionality at the terminal.

CASE STUDY

Th e paper compares some MANET and ZigBee 
performances at the harsh and dynamic developing 
port environment through the simulation experi-
ments whiles the layout of the Port of Bar container 
and general cargo terminal, including its real work-
load, mechanization and personnel capacity, is taken 
as an exemplar (Figure 1).  It is well known that ports 
are dangerous places, especially for on port workers 
and pedestrians, in terms of operational risks connect-
ed to un-loading operations, managing on port traf-
fi c and transportation, including hard manipulative 
mechanization, warehousing dangerous cargoes, etc. 
Work at ports takes place through the day and night, 
in two or three shifts sometimes, in all weather con-
ditions. It involves a number of diff erent employees 
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and contractors carrying out diff erent activities. Th is 
requires highly synchronized co-operation and com-
munication between all involved parties. Ports also 
tend to be associated with emerging environmental 
problems: water and air pollution, soil contamina-
tion, problems related to dust and noise, generation 
of waste, dredging operations, warehouse storage of 
hazardous substances, etc. Th us, a comprehensive 
management of these risks can help improving safe-
ty, reducing accidents and saving lives [7,11,17]. Th e 
Port of Bar suff ers the lack of contemporary infra- 
and supra-structural capacities, including advanced 
info-communication solutions which could optimize 
working processes and reduce occupational and envi-
ronmental risks. Relatively low turnover of the port 
saves workers of some risks, but this fact should not 
be recommended as a desired state of the port’s opera-
tional and business outcomes. Working conditions 
at the port should be improved through eff ective and 
progressive adoption of new transportation and ma-
nipulative technologies including info-communica-
tion ones. Th erefore, through the previous research 
works in the fi eld [2-5] we proposed several models 
for enhancing on port workers safety. As a continua-
tion of these pioneer research endeavors, a compara-
tive analysis between potential MANET and ZigBee 
applications for supporting on port employees’ oc-
cupational safety measures has been realized. It is 
very important that workers have available possibil-
ity of uninterrupted interpersonal communications 
and communications with their supervisors (e.g., via 
MANET PDAs), and also it is very important to pro-
vide continuous monitoring of workers’ presence at 
the terminal, as well as, monitoring if required PPE 
is used, and if it is functional during the operational 
process at the terminal (e.g., via ZigBee BCUs). 

Th e container and general cargo terminal at the 
Port of Bar (Figure 1) has a quadrilateral form, which 
is approximated for our research work by a rectangle 
with dimensions 650 x 350 m. Workers can move 
with high level of freedom over the terminal, while 
their movements are only restricted by the physical 
structures present on the surface, which are in this 
case three industrial warehouses, moving vehicles, 
vertical mechanization structures, and several con-
tainer blocks. Th e industrial warehouses are not 
a serious problem for the mobility freedom of the 
workers, since they can go inside and through the 
warehouses; moving vehicles is also not a big prob-
lem; but, the containers are, since they are usually 
located in blocks and can cause interference to the 
communication devices by reducing the range. 

In experiments with the MANET, IEEE 802.11 
standard for the physical and MAC layers is used, 
while some of the key network performances are ana-
lyzed for DSR, AODV, OLSR and TORA routing 
protocols [10]. Th e simulation experiments with the 
ZigBee are realized by using IEEE 802.15.4 standard 
for the physical and MAC layers, too. Th e analyses 
are done considering two ISM frequency bands al-
lowed in the port region, i.e., 868 MHz and 2.4 
GHz, along with three common topologies: star, 
cluster three and mesh.

For both approaches, the application traffi  c con-
tains the information taken by the sensors or RFID 
tags attached to the workers/supervisors PPE gar-
ments, or their ID badges. Th at information contains 
important data to be analyzed, such as ID of each 
worker/supervisor, ID and sensors’ functionality of 
each worker’s/supervisor’s PPE piece (hard helmets, 
safety vests or protective shoes), data on plantar pres-
sure, ambient light, temperature, etc. All these data 
are collected by BCU (body central unit) attached to 
the employee’s belt. Th e content of the information 
is not clear at the present moment and it may vary 
in the future, depending on the port’s real needs. 
Th erefore, it will be abstracted here and treated as a 
payload that the network has to transmit to a certain 
point where it will be analyzed. Th is payload in the 
application level for each packet transmitted by each 
worker/supervisor is approximated by 32 bits, which 
is enough to transmit the IDs of the employees and a 

Figure 1. The container and general cargo terminal at the Port of 
Bar (Source: web)
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few more data collected from the sensors attached to 
PPE garments [12]. 

SIMULATION ANALYSIS

Both MANET’s and ZigBee’s simulation experi-
ments are realized in OPNET Reverbed Modeler 
Academic Edition 17.5 over the plot of general and 
cargo terminal at the Port of Bar. Th e Port of Bar 
consists in fact of seven diff erent terminals that are 
used for diff erent purposes and it has about 200 em-
ployees in total on port operations. We assumed that 
there are mostly 20 employees at analyzed container 
and general and cargo terminal per shift. We ana-
lyzed this terminal since it is exposed to the high-
est operational risks. Although we did experiments 
for 5, 10 and 15 employees, or better say networks’ 
PDAs (MANET) and end-nodes/routers (ZigBee), 
the results obtained in the cases of 15 and 20 mov-
ing devices should be put in focus, since they ap-
pear more challenging in terms of evaluating the net-
works’ usual performances.

Experiments with MANET
Th e analyzed scenario for 20 workers, including 

their supervisor(s), is shown in Figure 2. Th ere is no 
fi xed infrastructure in MANET. Th us, the network 
is formed just by PDAs of employees who can move 
freely around the terminal. Nevertheless, the traffi  c 
is to be centralized to a certain destination in order 
to be routed to an external server by using another 
interface. Th is device is PDA carried symbolically 
by worker_1 in our scenario. Th e whole traffi  c must 
be sent towards the worker_1 (market with a laptop 
icon in Figure 2). In fact, any PDA could play this 

role since this node is exactly the same as any other 
PDA node; it is just marked with a diff erent icon to 
visualize which is the device that receives the traffi  c 
from other nodes, what will be done by using the 
IP direction of the node. Th e blue rectangle around 
the network (Figure 2), defi nes the mobility domain 
for the nodes within which the employees can move 
freely. In OPNET environment, some characteristics 
shared by all nodes in MANET are to be defi ned by 
using “confi guration nodes” that group all common 
features, but they do not represent any physical node. 
In our scenario, it was necessary to defi ne three dif-
ferent confi guration nodes: mobility confi guration 
node, IP confi guration node and reception confi gu-
ration node. Th e attributes of these nodes are shown 
in Figure 3. Th e detail description of used devices, 
their parameters and OPNET basic interface infor-
mation are given in reference [8].

Figure 2. The MANET scenario: 20 workers and supervisor(s) at 
the seaport terminal (Source: own)

Frequency band is determined by the IEEE 
802.11, and it is set at 2.4 GHz. Simulation time 
is set to one hour. After several series of simulations 

Figure 3. Some attributes of the mobility, IP and reception confi guration nodes (Source: own)
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for 5, 10, 15 and 20 nodes, it is observed that MA-
NET performances are quite poor for lower num-
ber of nodes (especially for 5 and 10 nodes). Th e 
absence of fi xed infrastructure for small number of 
nodes requires establishing longer range communi-
cations that is not always possible due to the maxi-
mum range inherent to the devices, leading to the 
isolation of some nodes. By increasing the number of 
nodes (e.g., to 15 or 20), the MANET considerably 
improves its performances. Th e simulation results are 
shown in Figure 4. Th ey present the network load 
(i.e., amount of control, routing and traffi  c data be-
ing carried by the network) for diff erent routing pro-
tocols: AODV, DSR, OLSR and TORA. In Figure 4 
can be seen that TORA and AODV are the protocols 
with the lowest network load while OLSR and DSR 
mostly charge the network in the considered case. 
Th e diff erence is quite big if we compare DSR with 
AODV or TORA, e.g., DSR doubles the network 
load comparing it to AODV, and triplicates it when 
it is compared to TORA, e.g. By comparing the traf-
fi c received by the destination, it can be concluded 
that AODV and DSR are a bit stronger against to-
pology changes than OLSR, and that the weakest is 
TORA, under the same conditions. 

Additionally, by comparing the total end-to-end 
delay, OLSR and TORA represent a big improve-
ment over the other two considered protocols. For 
networks with fewer nodes, TORA would not be 
that eff ective, but as the number of nodes increas-
es, the delay rapidly decreases [8]. Th e values of the 
end-to-end delay for diff erent routing protocols and 
diff erent number of nodes are given in Table 1. A 
common trend which can be noticed on the basis 
of conducted simulation experiments is that end-to-
end delay decreases as number of the MANET nodes 
increases. 

Table 1. The MANET end-to-end delay maximal values for 
different routing protocols and number of network nodes [sec/

msec] (Source: own)

Figure 4. The MANET network load for 20 nodes in the case of 
AODV, DSR, OLSR and TORA routing protocols (Source: own)

Generally, total end-to-end delay is the time from 
the moment of generating packages at the source to 
its receiving at the destination. Some applications, 
e.g., voice transmissions, are more susceptible than 
others to the end-to-end delay of packages, and 
therefore they require its lower average value. Due to 
the weak signals at the nodes, frequent creation and 
termination of connections, as well as, the mobility 
of nodes, the total delay in the MANET network 
usually increases. It should be noted that there are in 
fact four diff erent types of delays [18]:

• transmission delay - the time which the trans-
mitter needs to deliver all bits of data packages;

• propagation delay - the time which is necessary 
to transfer one bit from the source to the des-
tination;

• processing delay - the time which is necessary 
for processing package before its delivery at the 
source node, at any intermediate node, and at 
the end node for processing package before its 
proceeding to the application; and,

• queuing delay - it is the delay which occurs due to 
queuing at any node along the transmission path.

OLSR TORA AODV DSR
5_nodes: 40 msec. 5_nodes: 1 sec. 5_nodes: 1.7 sec. 5_nodes: 2 sec.

10_nodes: 30 msec. 10_nodes: 0.3 sec. 10_nodes: 3 sec. 10_nodes: 0.5 sec.
15_nodes: 0.2 msec. 15_nodes: 0.05 sec. 15_nodes: 10 sec. 15_nodes: 0.3 sec.
20_nodes: 0.8 msec. 20_nodes: 0.00 sec. 20_nodes: 0.04 sec. 20_nodes: 0.015 sec.
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Accordingly, total delay might be expressed by the 
following model (1):
TTotal_Delay = N · (TTrans_Delay + TProp_Delay + TProcess_Delay + TQueu_Delay)       (1)

Where,
N - is a number of nodes in the network;
TTotal_Delay - is the total delay;
TTrans_Delay - is a transmission delay;
TProp_Delay - is a propagation delay;
TProcess_Delay - is a processing delay; and,
TQueu_Delay - is a queuing delay.

Th e traffi  c received by destination in the cases of 
5, 10, 15 and 20 nodes in the case of using DSR 
routing protocol is given in Figure 5. It indicates that 
it is necessary to increase the number of nodes (at 
least 15 to 20 nodes) to establish functional network, 
in terms that nodes can route traffi  c smoothly to the 
destination. By analyzing the number of hopes and 
global delay, it is also observed that they decrease, as 
the number of nodes increases. 

Experiments with ZigBee 
Some simulation experiments with ZigBee are re-

alized for three diff erent topologies: star, cluster tree 
and mesh [13,16], and for two diff erent frequencies 
868 MHz (with max. bit rate of 22 kbps) and 2.4 
GHz (with max. bit rate of 250 kbps). Th e scenario 
includes: a coordinator, three fi x routers, mounted 
at the warehouses’ roofs, one or two moving rout-
ers attached to the forklift(s) which operate(s) at the 
terminal, and 4(+1), 9(+1), 13(+2), and 18 workers 
(+1 or 2 forklifts). More or less, the location of a co-

ordinator and fi xed routers might vary depending on 
the eventual changes of the physical conditions at the 
port perimeter in the future. Th e detail description 
of network devices, physical and MAC layers param-
eters, packet size, packet interval time, etc., is given 
in [8]. Th e ZigBee scenario in OPNET environment 
with 18 workers and 2 moving routers attached to 
the forklifts is shown in Figure 6. 

Some ZigBee network performances’ analyses are 
done for star, tree and mesh topologies, while the fol-
lowing might been observed:

Figure 6.  The ZigBee scenario: 18 on port workers and 2 moving routers mounted at the forklifts (Source: own)

Figure 5. Traffi c received by destination in the case of DSR 
routing protocol in MANET for the scenarios with 5, 10, 15 and 20 

nodes (Source: own)
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• Star topology: Th e traffi  c received by the coordi-
nator is among the most important features for 
this application. It is not so important if some 
packages are lost, as long as a node is not isolat-
ed. Th e experiments showed that in the case of 5 
nodes there are no loses; for 10 nodes there are 
a few; for 15 nodes the package loses are higher, 
but the network still works. Th e problem comes 
with 20 nodes, since loses are quite high. When 
we analyzed the traffi  c received by the destination 
from a single worker in the case of 20 nodes, the 
traffi  c from some workers that are far from the 
coordinator is completely lost and some workers 
became in such way isolated. Th ese package loses 
are caused primarily due to the interference and 
the distances between some nodes and the coordi-
nator, but also due to the star topology that forces 
direct communication. Th e global end-to-end 
delay increases with the number of nodes, too. 
In the case of 20 nodes, the traffi  c falls when the 
nodes get isolated and they are not able to com-
municate. It is important to note that 2.4 GHz 
frequency brings in general some benefi ts over 
868 MHz to this topology.

• Tree topology: Th e traffi  c received by coordina-
tor is between 13-15 packages in the cases with 
15 and 20 nodes, which represents the important 
improvement in comparison to star topology, 
due to the possibility of routing traffi  c through 
the routers. Concerning the global delay, in com-
parison to the global delay in the star topology, 
it is rather similar. It is important to emphasize 
that there are considerable diff erences in these 
network parameters in the case of 868 MHz and 
2.4 GHz. Th e 2.4 GHz band provides the im-
portant performance enhancements. Th is means 
that 50% more packages is received for 15 nodes, 
and double the amount of packages received in 
the case of star topology for 20 workers. In terms 
of global delay, 2.4 GHz band provides more than 
60% lower delay than in the star topology for the 
same frequency. Th is huge reduction is caused 
by multiplication of the number of packages re-
ceived, which reduces the number of transmis-
sions. Another important moment is increase in 
the maximum bit rate from 20 kbps (868 MHz) 
to 250 kbps (2.4 GHz). 

• Mesh topology: Th e traffi  c received by coordinator 
does not show a big improvement in comparison to 
tree topology. Th e global delay is slightly reduced, 
due to new connections between routers. It can 
be concluded, that there are no considerable dif-
ferences in the network performances, in general, 
with tree and mesh topology within the considered 
scenarios. However, the diff erences between net-
work performances in the case of 868 MHz and 
2.4 GHz are to be pointed again, especially for the 
larger number of nodes, i.e., 15 and 20 (see Fig-
ure 7). It happens since the data rate is consider-
ably higher at 2.45 GHz, and since more effi  cient 
modulation scheme, i.e., Quadrature Phase-Shift 
Keying (QPSK) is used, in comparison to Binary 
Phase-Shift Keying (BPSK) one, which is used in 
the case of 868 MHz frequency band. 

Figure 7. Traffi c received by a coordinator for ZigBee mesh 
topology: 868 MHz vs. 2.4 GHz (Source: own)

Some experimentally obtained values of end-to-end 
delay for diff erent topologies of the ZigBee network for 
5, 10, 15 and 20 end nodes and 1 or 2 moving routers, 
depending on the scenario at the analyzed port termi-
nal, are given in Table 2. Th ere are some variations, but 
it is obvious that for each topology a negative correla-
tion between the number of nodes and end-to-end de-
lay exists. Th e main reason is that ZigBee is primarily 
projected for low traffi  c density, and this implies bigger 
delay for the larger number of end-nodes and routers. 
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MANET and ZigBee comparison
In the attempt to determine which of the con-

sidered wireless technologies has more capabilities 
under given assumptions, it is possible to compare 
the MANET and ZigBee by using diff erent routing 
protocols, diff erent network topologies and diff erent 
number of nodes (nodes here include: workers, su-
pervisors, i.e., their PDAs and BCUs, and moving 
routers at the forklifts in the case of ZigBee). It is 
absolutely clear that ZigBee has better performances 
than MANET for the lower number of nodes, i.e., 5 
and 10 nodes, in the analyzed port scenarios. 

Th e traffi  c received by the destination for 15 
nodes scenario shows a change in the performance 
of the MANET and ZigBee, in comparison to the 
scenarios with 5 and 10 nodes, and supports the idea 
of better performance of the MANET. Only tree and 
mesh ZigBee topologies at 2.4 GHz for 15 nodes, 
e.g., are close to the performance of the MANET. 
Th e global end to end delay also shows a change in 
the performance. In general, the MANET is more 
suitable technology for this scenario.

Th e traffi  c received by the destination for 20 nodes 
again shows opposed results in comparison to the sce-
nario with 5 and 10 nodes. In this scenario, all MA-
NET routing protocols show better performance than 
the ZigBee with any topology and frequency band, 
while only at 2.4 GHz and by using tree and mesh 
topologies, the ZigBee is let us say comparable to the 
MANET. Th e values of the global end to end delay are 
similar to those obtained in 15 nodes scenario. 

Th e resume of the MANET versus ZigBee perfor-
mances in the considered developing port environ-
ment is given in Table 3. 

Table 3. Resume of the MANET and ZigBee comparisons for 5, 

10, 15 and 20 moving nodes (Source: own)

Scenario Most suitable technology

Five nodes ZigBee (star topology; 868 MHz and 2.4 GHz)

Ten nodes ZigBee (mesh topology; 2.4 GHz)

Fifteen nodes MANET (generally OLSR routing protocol)

Twenty nodes MANET (generally AODV routing protocol)

Conclusion
Th e results obtained from diff erent scenarios and 

by various simulation experiments within the devel-
oping port environment (the Port of Bar in Monte-
negro) can give some new landmarks in the process of 
the optimal wireless network(s) technology selection, 
including specifi c requirements as: the number and 
mobility of nodes, package size, package inter-arrival 
time, etc. On the basis of the presented simulation 
results, the following can be extracted:
• Th e ZigBee performances are better than the 

MANET ones for the low density of nodes (here 
workers, supervisors mobile devices and/or mov-
ing routers). Th e main reason lies in the fact that 
the ZigBee relies on rather fi xed infrastructure, 
while MANET does not have it. Th erefore, for 
the relatively small number of nodes, it becomes 
necessary to establish longer communication 
range that is not always possible due to the maxi-
mum range inherent to some MANET devices, 
leading to the isolation of the nodes;

• As the number of nodes increases, an opposite 
trend is observed, i.e., the MANET shows better 
performances than the ZigBee. As the number of 
nodes rises, it becomes easier for the MANET to 
establish communication between nodes and to 
route the traffi  c towards the destination. On the 
other side, the ZigBee fi nds it harder in such case 
to route the traffi  c towards the single destination. 
A ZigBee is conceived to be used for low traffi  c 

No. of nodes
Star Tree Mesh

868 MHz 2.4 GHz 868 MHz 2.4 GHz 868 MHz 2.4 GHz

5_nodes 0.065-0.085 0.065-0.085 0.090-0.120 0.090-0.150 0.050-0.100 0.100-0.110

10_nodes 0.140-0.150 0.135-0.150 0.150-0.210 0.140-0.220 0.150-0.200 0.140-0.220

15_nodes 0.180-0.210 0.065-0.110 0.250-0.360 0.850-0.950 0.250-0.350 0.070-0.100

20_nodes 0.130-0.480 0.100-0.155 0.350-0.490 0.130-0.140 0.370-0.480 0.120-0.140

Table 2. The ZigBee end-to-end delay minimal and maximal values (bold) for different topologies and number of end-nodes and moving 
routers [sec] (Source: own)
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applications with low requirements, and the in-
crease of traffi  c is a threat to its low maximum 
data rate;

• Th e simulation results undoubtedly show that 
2.4 GHz frequency band improves the effi  ciency 
compared to 868 MHz one, due to the higher 
bit rate and advanced modulation schemes that 
make 2.4 GHz more suitable to the networks 
with higher load. When it comes to the ZigBee 
topologies, tree and mesh topologies increase the 
range of the communications to the detriment of 
the delay. Besides, the mesh topology enables the 
connection between routers that allow the traf-
fi c in the case when one router fails. Th erefore, 
when the complexity of the ZigBee network is in-
creased, the best choice should be to select a mesh 
topology, which operates at the 2.4 GHz; 

• Concerning the MANET, the choice of a rout-
ing protocol has infl uence on the network perfor-
mances. Th e results show that in the case of larger 
number of workers, the most effi  cient routing 
protocols are AODV and OLSR. DSR is also able 
to route the traffi  c with similar delay as AODV or 
OLSR, but at the cost of increasing the routing 
traffi  c which leads to triplication of the network 
load in comparison to AODV, and its duplica-
tion in comparison to OLSR. Th us, for larger 

networks, where the risk that a node can become 
isolated is low, the protocol that might off er the 
best qualities is AODV, etc.

In further analysis, behavior of the larger number 
of network nodes should be examined. Th is might 
be achieved by connecting networks at diff erent 
terminals within the port and analyzing them as a 
whole, within the considered-real scenario(s). Also, 
the experiments with larger packages’ inter-arrival 
intervals should be done. Th e content of the network 
payload, i.e., the content of each package should be 
specifi ed, as well. Th e managers and stakeholders at 
the port should be introduced in detail to the basic 
pros and cons of both here analyzed networks’ struc-
tures and performances. Th eir real needs and prefer-
ences should give proper directions for further more 
intensive and rigorous research studies in the fi eld. 
Th e workers’/supervisors’ willingness to become part 
of such wireless network(s) is to be assessed, too, 
as a part of non-technical, or more soft, further ex-
aminations. Of the key importance is, in any case, 
top managers’ and stakeholders’ interest in adopting 
new, advanced wireless networks and back-end info-
communication systems for improving both on port 
workers’ and integral port’s environmental safety 
measures. 
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